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Abstract

Aim of this work is to compare influence of fault-folerance techniques on differential power-analysis
(DPA) resistance of AES cipher implemented in Altera FPGA. After attacking simple variant, I attacked
fault-tolerant variants of the cipher and compared results with the simple variant. From the comparison
follows that the use of informational redundancy at SubBytes operation, spatial and time redundancy at
both round and algorithm level had minimal influence on resistance against DPA, as the number of power
traces necessary to obtain the key had not changed significantly.
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